MIKROTIK LOAD BALANCING PCC + FAILOVER

Note : RB 4506
Load balancing 2 koneksi WAN/Speedy/ISP (lebih dari 2 koneksi config disesuaikan)
WANI&WANZ2 - Mikrotik - LAN
WANL1 : 192.168.100.1/24 (Rx. 5 Mbps & Tx. 1 Mbps)
WANZ : 192.168.200.1/24 (Rx. 5 Mbps & Tx. 1 Mbps)
Mikrotik : eth1 192.168.100.5/24
eth2 192.168.200.5/24
eth3 192.168.0.1/24

LAN : 192.168.0.0/24

1. Set interface (disable yg tidak perlu).

II"ItErfECE| Ethernet EolP Tunnel IP Tunnel GRE Tunnel VLAM WRRP Bonding LTE

[~ =] ][] (=] [ 7]

|Name /| Type LZMTU |Tx Rx TxPacket (p/s) |RxPacket (p/s) |

R 4+etherl-gatewa Ethernet 1520 316 bps 316 bps 1 1
R ti#ether2-maste... Ethernet 1520 0 bps 0 bps 0 0
R 4i*ether3-slave-l.. Ethermnet 1520 B6.6 kbps 3.0 kbps 2 4
XS | ¢i*etherd-slave-l.|Ethernet 1520 0 bps 0 bps 0 1]
X5 | +MetherS-slave-l. Ethemet 1520 0 bps 0 bps

3items




2. Set ip address.

Address Lis

:
+

|Address /| Network Interface
10 LAN
o 192.162.0.1/24 192.162.0.0 ether3-slave-local
o0 SPEEDY1
or 192.162.100.5/24 192.188.100.0 etherl-gateway
1+: SPEEDY 2
o 192.168.200.5/ 24 122.168.200.0 etherz-master-local

3. Set DNS server.

DNS Settings

servers: |EEEE]

18.8.4.4 |

Dynamic Servers:|

Allow Remote Requests

Max LDP Packet Size: 4096 |

Cache Size:| 2043 | KiB

Cache Used:|10 |




4. Set mangle rule.

Rulel

Mangle Rule

Geneml|am.m4 Bitra Action Statistics

Firewall

[ o ]

Hmmum{ NAT MH"9|E|S|:ni|:el'utx| mm-u{ Adg _ = =
Chain: ||r1put || 0'| Cancel
=[] o0 st corters o9 | o |
Src. Address: | | hd Apply
# [ [Action [chain [sre. Address|
i MC SPEEDY1 Dst. Address: | | -
o & mark connection  input sable
i MC SPEEDY 2 . . Protocal: | |v Comment
1 # mark connection input
;i MR JALURL src. Port: | |+ Copy
2 # mark routing output
i MR JALUR2 Dst. Port: | |~ i
3 # mark routing output _ | | -
i PCC SPEEDY1 GOTETIE Reset Counters
.4.. Pcc‘ipngggf(sonnmm prerouting P2P: | |- Reset All Counters
5 # mark connection prerouting In. Interface: |:||etherl—gate‘l.'fa'jur || $| e
55 MRZ JALUR1
[ # mark routing prerouting Out. Interface: | | i
iii MR2 JALURZ
7 < mark routing prerouting Packet Mﬁm| | b
| Connection I\‘Iar‘d | A
*
8 items (1 selected) Routing Mark:| |~
Routing Tahle:| | bl
Connection Type:| | A
Connection State:|new ||$ -

Mangle Rule ==
Firewall

Iil:rlllle4 NAT Mannle|5emcerms| mmecnma{ Adq
= [ [%] (0] 7] o0 sesercomrs o0

# | [action [chain |Src. Address|
;i MC SPEEDY1 Passthrough
& mark connection  input
;» MC SPEEDY2
# mark connection input
;o MR JALUR1
# mark routing output
:; MR JALURZ Remove
# mark routing output
PCC SPEEDY1 Reset Counters
# mark connection prerouting
PCC SPEEDY 2
# mark connection prerouting
MRZ2 JALURL
# mark routing prerouting
MR2 JALURZ2
# mark routing prerouting

New Connection Mark{ speedyl

Reset All Counters

</
8items (1 selected)




Rule2

Firewall

I‘rrlhie4 NAT Mﬂ"ﬂ|9|5eni|:el'ulx| mm‘q Add

#[=] [vllx] o]

00 Reset Counters IE

# | [Action

[chain [src. Address|

i MC SPEEDY 1
# mark connection

5:: MR JALUR1
2 # mark routing

s MR JALURZ

3 # mark routing

i3 PCC SPEEDY1

4 # mark connection
i3 PCC SPEEDY2

5 # mark connection
s MR2 JALUR1

b # mark routing

22 MRZ JALURZ

7 # mark routing

input
input
output
output
prerouting
prerouting
prerouting

prerouting

+|

8items (1 selected)

Firewall

[#[=]

Hu:nu-mi NAT Mannle|5micemtx| mumﬂu{ Adq
=l

00 Reset Counters IE

# [ [Action

[chain [Sre. Address |

;i MC SPEEDY1
# mark connection

i1 MR JALUR1

2 # mark routing

i1 MR JALURZ

3 # mark routing

i1 PCC SPEEDY1

4 # mark connection
11 PCC SPEEDY2

5 # mark connection
i1 MR2 JALURL

6 # mark routing

;ii MR2 JALURZ

7 # mark routing

input
input
output
output
prerouting
prerouting
prerouting

prerouting

¢

@items (1 selected)

Mangle Rule ==

Geneml|,qmmm4 E;ma| M:lim| m|:3|' i

[ o ]

Chain: “nput

Src. Address:

Dst. Address:

Protocol:

Src. Port:

Dst. Port:

Remove

Any. Port:

P2p:

In. Interface: [ | | etherz-master-local

out. Interface: |

Packet Mark:|

Connection Mﬂnd

Routing Mar‘(:|

Routing Tahle:|

Connection Type:|

Connection State:| new

Mangle Rule

General Advanced Extra Action | statistics

Reset Counters

Apply
Copy

New Connection Mark{ speedy?

Passthrough

Remaove

Reset Counters

Reset All Counters




Rule3.

Firewall

Filter Rules NAT Mil"lﬂ|e|5eni|:emts| Connections Adg
=] [v][x] (O] [7] [s0 et o
# | [Action [chain  [src. Address]

i1 MC SPEEDY1

i] # mark connection input

51 MC SPEEDY2

1 # mark connection input

i3 MR JALUR1

2 # mark routing output

;i MR JALURZ

3 # mark routing output

;. PCC SPEEDY1

4 # mark connection prerouting

i1: PCC SPEEDY 2

5 # mark connection prerouting

;i MR2 JALURL

B # mark routing prerouting

iii MR2 JALURZ

7 # mark routing prerouting
0l
8 items (1 selected)

Firewall

ﬂrrluie4 NAT Mﬂnnle|5mi|:emts| Cmm:mﬁu{ Adq

[#[=] [«][x]

00 Reset Counters IE

# | [action

[chain  [src Address|

+i» MC SPEEDY1

0 & mark connection
s MC SPEEDY2

1 # mark connection
2is MR JALUR1

2 # mark routing

53 MR JALURZ

3 # mark routing

55: PCC SPEEDY1

4 # mark connection
;:: PCC SPEEDY2

5 # mark connection
i MR2 JALURL

3 # mark routing

s MR2 JALURZ

7 # mark routing

input
input
output
output
prerouting
prerouting
prerouting

prerouting

4]

gitems (1 selected)

Mangle Rule <=

Generﬂllammed Extra | .ﬁnim| ﬂalislilzs|

[ o ]

Chain: |putput = Cancel
Sre. Address: | |~ Apply
o s -
Protocol: | |+ Comment
Src. Port: | | A Copy
Dst. Port: | |~ Remove
Any. Port: | |~
- -
In. Interface: | |+
out. Interface: | |~
Packet Mark:| |~
Connection Mar‘(D|speedy1 " ;| -
Routing Mark:| [
Routing Table ] |~
Connection Type:l | h
Connection State] |+

Mangle Rule <=

New Routing Mar‘kijalurl

| Passthrough

Remove

Reset Counters

Reset All Counters




Rule4.

Mangle Rule <>
Firewall | - —
ﬁnrlhieA NAT Mﬂ"9|e|5mvi|:emts| m Adg sene m| | |II
Chain: |output Cancel
(#] = ¢ #] [ 7] o0 heser e o9 — cwn |

# [ [Action

[chain [sre. Address|

2 MC SPEEDY1
0 # mark connection
1 MC SPEEDY2
1 # mark connection
:ii MR JALURL

# mark routing

5 PCC SPEEDY1

4 # mark connection
i PCC SPEEDYZ

5 # mark connection
2 MRZ JALURL

] # mark routing

5o MR2 JALURZ

7 # mark routing

input

input

output

output

prerouting

prerouting

prerouting

prerouting

0l

8 items (1 selected)

Firewall

Hmnum{ NAT Mangle|s|:nicemts| cmnenum{ Adg
[#[=] [w][%] [3] [T [o0 ese coner] o

Connection State:|

2| |action

[cnain [src. Address|

i MC SPEEDY1
0 # mark connection
i MC SPEEDYZ2
1 & mark connection
5 MR JALURL

# mark routing

i1 PCC SPEEDY1

4 # mark connection
. PCC SPEEDY 2

5 & mark connection
2 MR2 JALURL

] # mark routing

;i MR2 JALURZ

7 # mark routing

input
input
output
output
prerouting
prerouting
prerouting

prerouting

0l

8items (1 selected)

Src. Address: |

Dst. Address: |

Protocol:

Comment

5rc. Port:

Dst. Port:

Remove

Any. Port: |

PP |

In. T.nterface:|

Out. Interface: |

Packet Mark:|

Connection Mark{ | | speedy?

Routing Mar‘k:|

Routing Tahle:|

Connection Type:|

Mangle Rule <=

Reset Counters
Reset All Counters

o |
comnens |
o |
[ renee |
| reseeconer |
et e

MNew Routing Mar‘kijalur2

[ Fassthrough

Remaove

Reset Counters

Reset All Counters




Ruleb.

[#[=]

ﬂrrlhle4 NAT MH"9|E|SE|vi|:eI'|Itx| Cnlnedimq Add
ERNL=I

00 Reset Counters IE

|Action

[chain |src. Address|

;» MC SPEEDY1
# mark connection
:» MC SPEEDY2
# mark connection
MR JALURL
# mark routing
MR JALURZ
# mark routing
i1 PCC SPEEDY1
4 & mark connection
i1 PCC SPEEDY2
5 # mark connection
;i MR2 JALURL
] # mark routing
;i MR2 JALURZ
7 # mark routing

input
input
output
output
prerouting
prerouting
prerouting

prerouting

¢/

8items (1 selected)

Firewa

11
Ii::rlhle4 NAT Mangle|m“ﬂs| c - o
][] |00 Reset counters | 09

[chain [src. Address|

+1» MC SPEEDY1
0 # mark connection
22 MC SPEEDY 2
1 # mark connection
2 MR JALURL
2 # mark routing
;i MR JALURZ
3 # mark routing

. PCC SPEEDY1

& mark connection

.12 PCC SPEEDY2
5 # mark connection
23 MR2 JALURL
] # mark routing
iis MR2 JALURZ2
7 # mark routing

input
input
output
output
prerouting
prerouting
prerouting

prerouting

)l

@items (1 selected)

Mangle Rule <=

Geneml|nmmm4 Bira Action Statistics

[ o |

Chain: |prerouting

Cancel

Src. Address:

Dst. Address:

Protocol:

Disable

Comment

Src. Port:

Ci

Dst. Port:

Remove

Any. Port:

P2F:

In. Interface: [ | ether3-slave-local

out. Interface: |

Packet Mark |

Connection Mar‘ki

Routing Mark:|

Routing Tahle:|

Connection Type:|

Connection State:|

Mangle Rule <>

General Mvanced|ma| M:Ilm| smuucs|

Reset Counters
Reset All Counters

Src. Address List: ;

Dst. Address List: |

Layer7 Protocol: |

Apply

Disable

Content: |

Connection Bytes:|

Connection Rate:|

Comment

Remove

Per Connection ClassiﬁeD|both addresses and port" * |: |2

l#[o

Reset Counters

Src. MAC Address: |

out. Bridge Port: |

In. Bridge Port: |

Ingress Priority: |

Priority. |

DSCP (TOS): |

TCPMss: |

Packet 5ize:|

Randnrn:|

~*—TCP Flags

—w— ICMP Options

IPv4 Options: |

L |

Reset All Counters




Filter Rules NAT Mangle Senvice Ports Connections Ad
=) (][] [ 7] [o0 et cmer o

# | [Action [chain  [src Address|
i MC SPEEDY1
0 # mark connection
i1 MC SPEEDY2
1 # mark connection
i MR JALURL
2 # mark routing
i1 MR JALURZ
3 # mark routing
;:: PCC SPEEDY1
4 & mark connection
;. PCC SPEEDYZ2
5 # mark connection
iii MRZ JALURL
] # mark routing
ii: MR2 JALURZ
7 # mark routing

input
input
output
output
prerouting
prerouting
prerouting

prerouting

+/
8 items (1 selected)

Fiter Rules NAT Mangle| service Ports Connections Add
# = ] ] (2] [7] on et e o

# | [action [chain |src. Address|

i3 MC SPEEDYL

0 # mark connection
i3 MC SPEEDY2

1 # mark connection
;i MR JALUR1

2 # mark routing

;i MR JALURZ

3 # mark routing

i3 PCC SPEEDY1

= & mark connection
ii: PCC SPEEDY 2

5 # mark connection
;i MR2 JALURL

B # mark routing

iis MR2Z JALURZ

7 # mark routing

input
input
output
output
prerouting
prerouting
prerouting

prerouting

¢/

8items (1 selected)

ngle Rule ==

~¥— Connection Limit

Cancel

~¥— Limit

—w— Dst. Limit

~¥— Nth

¥ Time

—w— 5rc. Address Type

—4— Dst. Address Type'
Address Type: I  + |

Invert

Y
-

~w-psD

-w-H

~¥— IP Fragment

Mangle Rule <>

Apply

Disable

Ci

Remove

Reset Counters

Reset All Counters

Cancel

New Connection Marlt{ speedyl

Passthrough

Apply

Disable

Remove

Reset Counters

Reset All Counters




Filter Rules NAT Mﬂ”9|e|5mvi|:em|5| Connections Add
=] [+][#] ] 7] [o0nemecoumer o9
# [ |action [chain |src. Address|

i1 MC SPEEDY1

i] # mark connection input

;i MC SPEEDY2

1 # mark connection input

i3 MR JALUR1

2 # mark routing output

i3 MR JALURZ

3 # mark routing output

;i PCC SPEEDY1

4 # mark connection prerouting

+:: PCC SPEEDY2

5 & mark connection  prerouting

iii MR2 JALUR1

[ # mark routing prerouting

;i MRZ JALURZ

7 # mark routing prerouting
*|
8 items (1 selected)

I‘rrlhie4 NAT Mﬂ"ﬂ|e|5ﬂvil:el'nts| &I‘I‘IBdiEI‘I4 Add

#[=] [v]]x]

00 Reset Counters IE

# | [action

[chain [src. Address|

i MC SPEEDY1
0 # mark connection
i3 MC SPEEDYZ2
1 # mark connection
;i MR JALUR1
2 # mark routing
;i MR JALURZ
3 # mark routing
i3 PCC SPEEDYL
# mark connection

23 MRZ JALURL
[3 # mark routing
i MR2 JALURZ
7 # mark routing

input
input
output
output
prerouting
prerouting
prerouting

prerouting

|

8items (1 selected)

Mangle Rule

Geneml|§mu:ﬂ4 Extra | ml Sahmm|' i

Chain: |prerouting || + Cancel
Src. Address: | |~ Apply
P o) ;
Protocal: | |+ Comment
sre. Port: | | - Copy
Dst. Port: | |+ Remave
Any. Port: | | 4
- -
In. Interface: [_||ether3-slave-local [E2PS
Out. Interface: | | =
Packet Mark| |+
Connection Marki | N
Routing Mark:| |+
Routing Tahle:| | 7
Connection Type:| | ~
Connection State:| | &

Mangle Rule <=

General Advanced|ma| mnm| smum:s|

Src. Address List: |

Dst. Address List: |

Layer7 Protocol: |

Apply

Disable

Content: |

Connection Bytes:|

Connection Rate:|

Comment

Ci

Remove

Per Connection CIassiﬁeD|both addresses and port" * | : |2

Je1

Reset Counters

Src. MAC Address: |

Out. Bridge Port: |

In. Bridge Port: |

Ingress Pn'nn'ty'.|

Priority: |

DSCP (TOS): |

TCPMSS: |

Packet Size: |

Randnm:|

-¥—TCP Flags

~w— ICMP Options

IPv4 Options: |

TTL |

Reset All Counters



Filter Rules NAT Manale| Service Ports Connections Ad
(=] L[] ] 7] |00 nesecomte] o

# [ [Action [chain [sre. Address|
2 MC SPEEDY1
# mark connection input
:» MC SPEEDY2
# mark connection input
MR JALURL
# mark routing output
MR JALURZ
# mark routing output
i PCC SPEEDYL
# mark connection prerouting

prerouting
i MRZ JALUR1
B # mark routing prerouting
i MR2 JALUR2
7 # mark routing prerouting

+|
2items (1 selected)

Filter Rules NAT Mangle| Senice Ports Connections Adg
= ]| @ T o0 emecome] o

# | [Action [chain  [src. Address|
3 MC SPEEDY1
[u] # mark connection input
i MC SPEEDY2
1 # mark connection input
55 MR JALURL
2 # mark routing output
5o MR JALURZ
3 # mark routing output
i PCC SPEEDY1
4 # mark connection prerouting
i PCC SPEEDY2

5 & mark connection  prerouting
iii MR2 JALURL

[ # mark routing prerouting
i MR2 JALURZ
7 # mark routing prerouting

+/
2items (1 selected)

Mangle Rule <>

—¥— Connection Limit

Cancel

~¥— Limit

Apply

~w— Dst. Limit

~w— Nth

“w-Time

—w— Src. Address Type

—«— Dst. Address Type-

Address Type: I ¥ |

Invert

Ci

re
v Remove

Reset Counters

~¥-PsD

~w— Hotspot

Reset All Counters

~w»—IP Fragment

Mangle Rule ==

General Advanced Bxtra Action| statistics

Action: |[UF n

Cancel

I

New Connection Mark{ speedy?

Apply

Fassthrough

Disable

Comment

Ci

Remove

Reset Counters

Reset All Counters




Rule?.

Firewall
Filter Rules NAT Mﬁl"lﬂ|e|SHvi|:el'|I‘ls| Connections Add
(#] =] ¢ %] 2] 7] o0 reeecner] o

# [ |action [chain |src. Address|
;i MC SPEEDY1
# mark connection
i+ MC SPEEDY2
# mark connection
MR JALURL
# mark routing
MR JALURZ
# mark routing
PCC SPEEDY1
# mark connection
., PCC SPEEDY2
# mark connection

input
input
output
output
prerouting
prerouting
prerouting

;i MR2 JALUR2

7 # mark routing prerouting

¢
8 items (1 selected)

Firewall

Iil:rlhle4 NAT Mﬁ"ﬂ|e|5enil:el'uts| Cmm:cnma{ Adg
=] [ %] (] [T [0 nemecontn 0
# | [Action [chain  [src Address|

50 MC SPEEDY1

0 # mark connection input

i1 MC SPEEDYZ2

1 # mark connection input

;3 MR JALUR1

2 # mark routing output

i3 MR JALURZ

3 # mark routing output

52 PCC SPEEDY1

4 # mark connection prerouting

i: PCC SPEEDY2

5 # mark connection prerouting

13 MR2 JALURL

B # mark routing prerouting

i MR2 JALURZ

7 # mark routing prerouting
+|
2items (1 selected)

Mangle Rule <=

Geneml|,qmmﬂ4 Eila| A:|:|im| ﬂahsm:s|' i

[ o ]

Chain: |prerouting

Cancel

Src. Address: |

Dst. Address: |

Protocal: |

Comment

Src. Port: |

C

Dst. Port: |

Remove

Any. Port: |

p2p. |

In. Interface: [ | ether3-slave-local

Out. Interface: |

Packet Mark:|

Connection Mark{_| | speedyl

Routing Mar‘k:|

Routing Tahle:|

Connection Type:|

Connection 5tate:|

Mangle Rule =>

Reset Counters

Reset All Counters

i

New Routing Mar‘kijalurl
Passthrough

Apply
Disable
Comment

C
Remaove
Reset Counters

Reset All Counters




Rule8.

Firewall

I‘rrlllle4 NAT MH"9|E|Senil:el'utx| Cnlnedimq Add

#[=] [vllx] o]

Mangle Rule <

00 Reset Counters IE

# | [action

[chain [src. Address|

312 MC SPEEDY 1
2 MC SPEEDY 2

5:: MR JALUR1
2 # mark routing
s MR JALURZ

3 # mark routing
i3 PCC SPEEDY1

i:: PCC SPEEDY2

s MR2 JALUR1
b # mark routing
2is MRZ JALURZ
7 # mark routing

0 # mark connection

1 # mark connection

4 # mark connection

5 # mark connection

input
input
output
output
prerouting
prerouting
prerouting

prerouting

|

8items (1 selected)

Firewall

I‘Erlhie# NAT Mﬂ”ﬂ|e|SEnil:eIHle| CII'InBﬂillq Adyg
20 7] on sescomen o

[+[=]

# | [action

[chain [src. Address|

i3 MC SPEEDY 1
i3 MC SPEEDY2

;i MR JALUR1
2 # mark routing
2 MR JALURZ2

3 # mark routing
i3 PCC SPEEDYL

ii; PCC SPEEDY2

2 MR2 JALURL
[ # mark routing
s MR2 JALUR2
7 # mark routing

0 # mark connection

1 # mark connection

4 # mark connection

5 # mark connection

input
input
output
output
prerouting
prerouting
prerouting

prerouting

+|

@items (1 selected)

Generil|mumm4 Bra Action Statistics

Chain: |brerouting

Src. Address:

Dst. Address:

Protocol:

Comment

Src. Port:

o |

Dst. Port:

Remove

Any. Port:

P2p:

In. Interface: [ | | ether3-slave-local

out. Interface: |

Packet Mark:|

Connection Mark]_| | speedy?

Routing I"'Iart:|

Routing Tahle:|

Connection Type:|

Connection State:|

Mangle Rule ==
(:em:md m Extra Action | m.:s|
: g

Action: g

Reset Counters
Reset All Counters

MNew Routing Markijalur2

Passthrough

Remaove

Reset Counters

Reset All Counters




Semua rule.

Firewall
ﬁ!:rm NAT MHHE|E|SB“i|:EFIﬂx| Clllnedimq A.d[l'essl.is@ I.ayer?l’nmcds|
IE“E' Izl ‘DD Reset Cwnters” 00 Reset All Counters‘ |F.l'nf:l' | |a|| ||3|

# | [Action | Chain Src. Address|Dst. Address | Prot... |Src. Port |Dst. Port |In.Int.. |Out. 1. |Bytes |+
i MC SPEEDY1
0 4 mark connection input etherl... 240B
:i: MC SPEEDY 2
1 & mark connection input ether2. . 403 4 KiB
wiv MR JALURL
2 # mark routing output 10.2 KiB
;i MR JALURZ
3 # mark routing output 2352B
11 PCC SPEEDY1
4 & mark connection prerouting ether3. . 8.0 MiB
112 PCC SPEEDY 2
3 4 mark connection prerouting ether3... 6.9 MIB
.o MR2 JALUR1
B # mark routing prerouting ether3.. a.0MiB
1 MR2 JALUR2
7 & mark routing prerouting ether3... 6.3 MiB

“| [
8items (1 selected)

5. Set NAT.

WANL.

NAT Rule <>

Geneml|§mmm4 Extra | Anim| ﬂahsm:s|' i

Chain: |srcnat

Filter Rule: NAT |m'4 Sl"""""""“5| Cmmrchmn{ Addreq Src. Address: |
EIEI |z| 00 Reset Cnunters” 00 Re Det. Address: |

# | [Action [chain |src. Address Dst. Addr]
a1 SPEEDY1
o | masquerade  srcnat
;1; SPEEDY2 .
1 =| masquerade srcnat

Protocol:

C

Any. Port:

Reset Counters

|
|
Dst. Port: | Remove
|
In. I.nterfa:e:|

Reset All Counters

Out. Interface: [| | etherl-gateway

Packet Mark:|

Connection Mar‘d

Routing Mark:|

Routing Tahle:|

2items (1 selected) Connection Type:|




Filter Rule: NAT| mmlwm
IE'E |z| |l:ll:l ResetCnunters”lJl:l Re
¥ -

[chain  [src Address|Dst. Adar]

=| masquerade srcnat

2items (1 selected)

WANZ2.

Filter Rule: NAT|Hany|4 Sl:nil:el'ulx|(hmedi|n4m
EE |z| |l:ll:l ResetCnunters”l:ll:l Reg

# | [Action [chain [Src. Address|Dst. Adar|
i1 SPEEDYL
i} = masguerade srenat
ii: SPEEDY2
1 = masquerade  srcnat

2items (1 selected)

NAT Rule <>
General Advanced Bxtra Action | Statistics

Action: rade

MNAT Rule ==

Geneml|mnﬂ4 Extra | M‘.Iim| ﬂahshcs|‘ i

g

Remove

Reset Counters

[ o ]

Reset All Counters

[ o |

chain: [krenat =] Cancel
Src. Address: | |+ Apply
o Adaresz | 5
Protocol: | |+ Comment
Src. Port: | |+ Copy
Dst. Port: | |+ Remove
Any. Port: [ |~
In. Interface:l |'
Out. Interface: || |ether-master-local [#] =
Packet Mark:| |~
Connection Mark] |+
Routing Mark:| |+
Routing Table |+
Connection Type:l |v




Filter Rule N-‘\T|uangn45micem|mm|m{mm

#=] []%] 0 ][50 s 0n

# [ [Action [chain |src. Address|Dst. Adar]
2 SPEEDY1
0 =l masquerade srcnat
i SPEEDY2

1 =l masquerade  srcnat

2items (1 selected)

Semua NAT.

Firewall

MNAT Rule <>

General Advanced Bxtra Action | statistics

Action: |[MEESEDS

Filter Rules MAT |Hany|4 mm| m-mm:m{ Am;;uml I_agleﬂ’l’lmn:ds|

Disable

Comment

Remove

Reset Counters

e

Reset All Counters

|E|E| E‘ | 00 Reset Counters || 00 Reset All Cnunters| | Find

[ [an

=]

# | |Action |chain  [Src. Address|Dst. Address|prot... [Src. Port [Dst. Port |In.Int.. [Out. 1. [Bytes  |Packets |+

1. SPEEDY1
0 =l masguerade  srcnat

etherl... 17.4 KiB

283

i SPEEDY2
1 2l masquerade  srcnat

etherz... 274

35

2 items (1 selected)




6. Set route.

Routel.

Routes |lleﬂhqn| Ihies| \l'IIF|

[#[=] [v]lx] [a][7]

‘ Gateway

|[‘.istance |

[Dst. Address  +
;:: DR SPEEDY1
AS P o.00.0/0
;:; DR SPEEDY2
AS I 0.0.0.0/0
iii MR SPEEDY1
AS I 0.0.0.0/0
;i: MR SPEEDY2
s P 0.0.0.0/0
pDaC Pk 192163.0.0/24
paC | P 192168.100....
Dac | P 192168.200...

192.168.100.1 reachable etherl-gateway
192.168.200.1 reachable ether2-master-Ig
132168.100.1 reachable etherl-gateway
132168.200.1 reachable ether2-master-lgf
ether3-slave-local reachable

etherl-gateway reachable
ether2-master-local reachable

7items (1 selected)

Route?2.

Rmrte5|umnm| Ihies|\l'lll=|

=] [v]lx] [a] (7]

Route <0.0.0.

Gener‘-ll|uni:u|m|

Dst. Address: |SI

| Cancel
Gateway: [192.168.100.1 [#] [reachable etherl-gateway E Apply
Check Gateway: | - Lmi
Type: |ur1icast uil Comment
Distance: |1 BN -
e[ | [ remowe |
Target Scope:|10 |
Routing Mark:ljalurl "3‘ -~
Pref. Source: | -
enabled active static

[Find__Jlan ]3]

| Gateway

|Distance [Routing Mark [Pref. Source |+

[Dst. Address  +
;1 DR SPEEDY1
AS F 0.0.0.0/0
;:; DR SPEEDY2
AS Fo.0o000
i:; MR SPEEDY1
AS F 0.0.0.0/0
;i; MR SPEEDY2
5 P 0.0.0.0/0
Dac b 192168.0.0/24
pac P 192162.100....
paC | P 192168.200..

1321681001 reachable etherl-gateway
192.168.200.1 reachable ether2-master-lof
192168.100.1 reachable etherl-gateway
192168.200.1 reachable ether2-master-Ig
ether3-slave-local reachable

etherl-gateway reachable
etherZ-master-local reachable

7 items (1 selected)

Route <0.0.0.

General| Attributes

Dst. Address: |IRIGE

| Cancel
Gateway: |192.168.200.1 |#] [reachable etherz-master-iocal |= Apply
Check Gateway. | |+ Disable
Type: |unica5t ||3| Comment
I]stan:e:|2 |A
e b /| [remore |
Target Scope:|10 |
i =Miirl(:ljalurZ ||3| -
Pref. Source: | |+
enabled active static




Route3.

Rmrte5|umnm| Ihies|\l'llf|

[#][=] [+l[%] [5] [7]

[Fng_fan_J3]

|Dst. Address ¢ [Gateway |Distance [Routing Mark [Pref. Source [+
i DR SPEEDY1
AS P 00.00/0 192.168.100.1 reachable etherl-gateway
+i; DR SPEEDY2 Genm,| Attributes III
AS P o0.00/0 192.168.200.1 reachable ether2-master-lg
+i; MR SPEEDY1 Dst. Address: | Cancel
AS > 0.0.0.0/0 192.168.100.1 reachable etherl-gateway
.+ MR SPEEDYZ Gateway: |192.168.100.1 | #] [reachabie etheri-gateway |= Apply
5 P 0.0.0.0/0 132.168.200.1 reachable ether2-master-ig
DAC I 192.168.0.0/24  ether3-slave-local reachable Check Gateway.l | - Disable
DAC I 192.168.100.... etherl-gateway reachable
DAC | [ 192.168.200.. etherz-master-local reachable Type: |unicast |= Comment
Distance: |1 | -~
e [ [ remore |
Target Scope: | 10
Titems (1 selected) Mark'l |v
Pref. Source: | | hd
enabled active static
Route List [=1{E3
|Dst Address  « [Gateway |Distance [Routing Mark [Pref. Source [+
::; DR SPEEDY1
AS P 0.0.0.0/0 192.168.100.1 reachable etherl-gateway | [=1E3
::; DR SPEEDY2 General | m| E
AS P o000/ 132168 200.1 reachable ether2-master-|
;i MR SPEEDY1 Dst. Address. |NRN
AS I 0.0.0.0/0 192.168.100.1 reachable etherl-gateway
1i: MR SPEEDY2 Gateway: | 192.168.200.1 |#] [reachable etherz-master-local |& Apply
s P o.oooo 192.168.200.1 reachable ether2-master-lq|
DAC P 192168.0.0/24 ether3-slave-local reachable Check Gateway'.l | - Disable
DAC P 192168100... etherl-gateway reachable
DAC | P 192168200.. etherz-master-local reachable Type: |unicast |#] | | comment
Distance: |2 | -
cope [ | [remae |
Target Scope:| 10 |
7it 1selected
ems ( =d) ing Mark:l | -
Pref. Source: | | hd

enabled

static



Semua route.

Route List

Routes ‘I'lmﬂhqn| Ihle-s| \mf|

*[=| [vl%|[a [7]

|Fing  |lan  |#]

|Dst. Address

£

| Gateway

Distance |Routing Mark |P‘rt.'3fl= Source |v

;:; DR SPEEDY1
I 0.0.0.0/0

;;; DR SPEEDY?2
I 0.0.0.0/0

;:; MR SPEEDY1
I 0.0.0.0/0

AS

AS

AS

192.168.100.1 reachable etherl-gateway
192.168.200.1 reachable ether2-master-local

192.168.100.1 reachable etherl-gateway

1 jalurl
2 jalur2

1

;:: MR SPEEDY 2

s > o.0.0.0/0

192.168.200.1 reachable ether2-master-local

DAC
DALC
DAC

I 192.168.0.0/24
I+ 192 168.100....
P 192 162.200....

ether3-slave-local reachable
etherl-gateway reachable
ether2-master-local reachable

132.162.0.1
132.168.100.5
132.168.200.5

Titems (1 selected)

7. Tes koneksi (WAN1 + WAN2 = Rx 10 Mbps & Tx 2 Mbps).

Firefox Web Browser

Asi Quick Set
[ Interfaces
2% Bridge
=3 pep
= Switch
“13 Mesh
08
. MPLS
27 Routing
83 System

é

¥
I
| Interface Li
I Interra:e|

& queues r||:|
L Name
| Log R <weth
. Radius 2 :E::‘t:"
% Tools B l[xs (et
@ New Terminal||[X5 =t
[¥4 MetaROUTER
#5 partition
_J Make Supout.rif
& Manual
[ et

5 items (1 59

Interface <etherl-gateway>

Overall Stats RStats | TxStats Traffic|

H

Interface <ether2-master-local>

Odnrdlslalsl nxsns|1xsmx Tmfﬂ:‘, |

< B ) o921 i
Hide Passwords [ (7]

[ o ]

Tx/RxRate: | 816 bps /816 bps

Cancel |

TxRxRate: |0bps {1240 bps |

Cancel ‘

Tw/Rx Packet Rate: | 1p/s I 1lpis
TWRxBytes: [s1Mie |s[zmzmB |
TwRxpackets 10233 |i[z298
TwRxDops 0 /o |
Tuerors o o

Pply

i

Disable

Torch

Cable Test
Reset MAC Address
Bl

Tx/Rx Packets: |37 435

E TR Drops

Ml T 316 bps
Il Rx 216 bps

L

Ml Tx Packet 1p/s
Ml Rx Packet: 1p/s M

enabied

[running

|| ToRxPacketRate |0p/s 11pis
TiRxBytes:

PT. Cyberindo Aditama Speed Test - Mozilla Firefox

PT. Cyberindo Aditama... * Y&l

e & W & speedrest.con.net.id

Q. CBN

Latency Speed

Download Speed

Upload Speed

Anthundiat

Jitter




8. Tes download (downloadl ke WAN1, download2 ke WANZ2, Dst).

Lib

Organize «

» (D History
4. pownloads
%> Tags

» [ AllBookmarks

-c -I ::I::'I\L;.-I.C'l-:\. (ul & Q

L1

e

7]

ubuntu-14.04.2-desktop-i386.iso
] x
41 minuktes remaining — 15,2 MB of 1,0 GB (421 KB/sec)

debian-8.1.0-amdé4-xfce-CD-1.is0
] x
54 minutes remaining — 8,1 of 647 MB (207 KB/sec)

9. Tes failover (jika koneksi WAN1 down akan dialihkan ke WAN2 dan sebaliknya).

Terminal File E =

=
@ AS Quick Set
[ Interfaces
54 Bridge
3 PP

=2 Switch
5 Mesh

legsl 1P

< MPLS

#2 Routing
& System
& queues
[ Files

|| Log
A2 Radius
& Tools

New Terminal

v vl e

¥

ch Terminal Help

Route List

B ) 1201 &

Hide Passwords [ (7]

AS‘
AS
AS‘
-~
DAC

DAC
DAC

P 0.00.00

+: DR SPEEDY2

P 0.00.00

iii MR SPEEDY1

P 0.00.00

ii; MR SPEEDY2

P 0.0.0.0/0

[ 192163.0.0/24
P 192.163.100.0.
P 192168 200.0

Dst. Address / | Gateway

2 DR SPEEDY1

132.168.100.1 reachable etherl-gateway 1 jalurl

192.168.200.1 reachable ether2-master-local 2 jalur2

192.168.100.1 reachable etherl-gateway 1

192 168 200 1 reachable ether2-master-local 2

ether3-slave-local reachable o 13216801
etherl-gateway reachable o 1921681005
ether2-master-local reachable 0 192168 2005

Distance |Routing Mark |Pref. Source

padli@cavs:

from 8.8. time=121 ms
from i 7 E tim 0 ms
from 3 i time=200 ms

gy

(¥4 MetaROUTER
#5 Partition

| L Make Supout rif
& Manual
[ Ext

Ay

by

Ay

Py

gy

B BB A

from
from
from
from
from

&

N Y

Y

ey

46 ttl=53

from 134 ms
from
from
from
from
from 8
from
from
from
from

gy

til=-53

Ay

ttl=53
B ttl=53
ttl=53
trl=53
ttl=53
ttl=53
ttl=53
titl=53
ttl=53
6 ttl=53
ttl=53
8 ttl=53

Ay

Py

time=129 ms
6 ttl=53 time=136 ms

y



10. Jika tidak dapat akses ke akun WHM/CPANEL dikarenakan pembagian segmen PCC.

Tambahkan mangle rule untuk CPANEL/WHM (isi dst. Address dengan ip public

CPANEL/WHM anda).

Mangle Rule -

| Generﬂl|nmmeni Extra Action Statistics

|

Filter Rules NAT Mangle| Senvice Ports Connections B orerouting

Cancel

IEHE‘ Iz‘ 00 Reset Counters Sre. Address:|
# | : [chain [src Addre| D‘

prerouting

i MC SPEEDY1 Protocal:

Comment

1 # mark connection  input

Src. Port:

Ci

i MC SPEEDY 2

2 # mark connection  input Dst. Port:

Remove

iii MR JALURL

3 # mark routing output Any. Port:

iii MR JALUR2

4 # mark routing output p2p: |

ii: PCC SPEEDY1
In. Interface: |

5 # mark connection  prerouting

5;; PCC SPEEDY2 Out. Interface: |

B # mark connection  prerouting
i1 MR2 JALUR1

i # mark routing prerouting Packet I""'E”'“'(i|

;i MR2 JALUR2 Connection Mark]

] # mark routing prerouting

Routing Mark:|

Routing Table:|

3 items (1 selected) Connection Type:|

Connection State:|

Set new routing mark ke salah satu jalur WAN.

Mangle Rule

I . l .
Filter Rules NAT Mangle| Service Ports Connectiong TR

Reset Counters
Reset All Counters

[#][=] [+][x] |00 Reset Counters | ew Routing Manc aiur]

# [ [action [chain  [src Addrel W
.10 CPANEL
o # mark routing prerouting
5: MC SPEEDY1
& mark connection  input
;s MC SPEEDY 2
# mark connection  input
;i MR JALURL
# mark routing output
;i MR JALUR2
4 # mark routing output
ii: PCC SPEEDY1
5y & mark connection  prerouting
1: PCC SPEEDY2
] & mark connection  prerouting
i MR2 JALUR1
I # mark routing prerouting
;i MR2 JALUR2
2 # mark routing prerouting

9 items (1 selected)

Copy

Remove

Reset Counters

Reset All Counters




Tempatkan rule CPANEL paling atas.

Firewall
Filter Rules NAT Mangle| Service Ports Connections Address Lists Layer7 Protocols

IE‘E‘ .Iz‘ . . |l]l:l Reset Counters” 00 Reset All Counters| |_:,'..3d | |a||

# | |action [chain Src. Address|Dst. Address |Prot... |Src. Port |Dst Port |In.Int. |Out L. |Bytes  |Packets |
........... # mark routin e 26MB 25240
i1 MC SPEEDY1
1 # mark connection  input etherl.. 471 KiB 330
;s MC SPEEDY2
2 # mark connection  input ether2... 4.2 MiB 25924
;ii MR JALUR1
3 # mark routing output 421 KiB 330
;i; MR JALUR2
4 # mark routing output 3.2 KiB B3
i1 PCC SPEEDY1
5 & mark connection  prerouting ether3... 5136MiB 2 316 252
i PCC SPEEDY2
B & mark connection  prerouting ether3... 3140MIiEB 1 887 838
2o MR2 JALUR1
7 # mark routing prerouting ether3... 5133 MIiB 2310 747
55 MR2 JALURZ
a # mark routing prerouting ether3.. 313.7MiB 1 232 367
9 items (1 selected)

Note : More effective for dedicated connection WAN & multi client.

Dok 23/06/2015 padliyulian@ymail.com



