LOAD BALANCING ON CISCO RVO082

Vantage :

+ Stabilize network traffic
*  Maximize throughput

*  Minimize response time

* Avoid overload

Network topology

ntitled gns3 — GNS3

L8]
File Edit View Control Device Annotate Tools Help — —

vl Of> > clEmIcaam

o~ -

- w1 P 192.168.100.1/30 » 192.168.200.1/30

7 NETMASK ~ 255.255.255.252 NETMASK ~ 255.255.255.252  ISP2
/7 > NETWORK  192.168.100.0 NETWORK ~ 192.168.200.0
‘\\ BROADCAST192.168.100.3 BROADCAST192.168.200.3

w 192.168.100.2/30 ™ 192.168.200.2/30
NETMASK  255.255.255.252 NETMASK  255.255.255.252
NETWORK 192.168.100.0 NETWORK  192.168.200.0

BROADCAST192.168.100.3
GATEWAY 192.168.100.1
DHS

BROADCAST192.168.200.3
GATEWAY 192.168.200.1

8.8.88/ 8.84.4 DHS 8.8.38/ 8.844

Jvistedn®

LAN 1/DHCP SERVER
i 192.168.1.1/24
NETMASK  255.255.255.0

NETWORK 192.168.1.0
BROADCAST192.168.1.255

-
\\
hY
I
’_/
&”
””
4
e
/’,
s
/ Host1
'
/ | .
!/
7
!
1

LAN / DHCP
- 'n,__\‘
\\
\\
» 192.168.1.100/24
NETMASK 255.255.255.0
NETWORK  192.168.1.0

BROADCAST192.168.1.255

GATEWAY 192.168.1.1 \
DhS 3.8.8.8/88.4.4 \

\

\
P 192.168.1.101/24 "l
NETMASK ~ 255.255.255.0 \
NETWORK  192.168.1.0 |
BROADCAST192.168.1.255 1
GATEWAY 192.168.1.1 I
DNS 8.8.8.8/ 8.84.4 ;

; _

/
il 192.168.1.102/24 /
NETMASK 255.255.255.0 ”
NETWORK  192.168.1.0

BROADCAST192.168.1.255

GATEWAY 192.168.1.1 y

DHS 8.8.8.8 /8844 //
7




1. install software on cd.

aoo [7+ computer ~ DVD RW Drive (F:) Cisco_RVOxx ~ sw v & [ searchon

Organize v  Burn todisc

Name ~ |Type

I Favorites
B Desktop = Files Currently on the Disc (3)

4 Downloads [ cisco_FindIT_mac_1. 1.0.xpi 7/10/2014 5:01AM  XPIFile
% Recent Places B

FindIT_x64_1.1.0.exe 7/10/2014 5:01AM  Application

. 2% L0.exe : Application
3 Libraries PEchan

[ Documents

& Music

] Pictures ‘Welcome to the Installation Wizard for Cisco
B videos FindIl

78 Computer The Installation Wizard will allow you to repair or remove Cisco
&, win7 () FindIT. To continue, ciick Next.

) DVD RW Drive (F:) Cis

€ Network
1 USERAP

i Cisco_FindIT_x86_1.1.0.exe Date modifie
L Appiication Siat

o] | ] 42 | 1 fEewm e

2. put LAN cable on LAN cisco (1 - 8) to computer, set computer ip dhcp, open web

browser & access ip default cisco 192.168.1.1, if connection failed like this.

18l

&, Prablem loading page x
& | @ hitps://192.168. 1.1 cHQsearch | Ww B +y & O =

il O FindT - = Applications - i) Seftings ~ (@) Suppart -

(D Secure Connection Failed

An error occurred during a connection to 192.168.1.1. SSL received a weak
ephemeral Diffie-Helman key in Server Key Exchange handshake message.
(Error code: ssl_error_weak_server_ephemeral_dh_key)

* The page you are trying to view cannot be shown because the authenticity
of the received data could not be verified.

+ Please contact the website owners to inform them of this problem.

Report this error -

Reporting the address and certificate information for
192.,168.1.1 wil help us identify and block malicious sites.
Thanks for helping create a safer web!

+ | Automatically report errors in the future

Learn more... Report sent
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3. open firefox “about:config” search for ssI3 & disable line 1 & 2.

& ) ©) Frefox | about:config c ‘ ‘ Q search ¥ & & =
"dseht O FindT - 5 Applications - {3 Settings ~ (@ Support +
Search: | ssi3 X
Preference Name a | stats Type value =3
security.ssi3.dhe_rsa_aes_128_sha user set boolean false
si3.dhe_rsa_aes_256_sha user set boolean false
seaurity.ssl3.ecche_scdsa_ses_123_gam_sha2s6 default boalean true
seaurity.ss3.cche_ccdsa_aes_128_sha default boolean true
seaurity.ssl3.ecohe_scdsa_aes_25 sha default boalean true
seaurity.sd3.ccdhe_ccdsa_rct_128_sha default boolean true
seaurity.ssi3.ecdhe_rsa_ses_128_gom_sha256 default boolean true
seaurity.ssl3.ecdhe_rea_ses_128_sha default boalean true
seaurity.ss3.ccdhe_rsa_ses_256_sha default boolean true
seaurity.ssl3.ecthe_rsa_red_128_sha default boalean true
seaurity.sd.rsa_ses_128 sha default boolean true
seaurity.ssi3.rsa_ses_256_sha default boolean true
seaurity.ssid.rsa_des_ede3 sha default boalean true
seaurity.ss3.rsa_rc4_128_mds default boolean true
seaurity.ss3.rsa_rcd_125 sha default boalean true

4. try connection again, insert user & pwd, default user & pwd is admin.

Router

\(_-/ 2 | @ htips://192. 168, 1.1/cqi-bin/welcome..cgi [ ‘ ‘ Q, search | o B + & O

AL FindlT - Applications - (o} Settings - ) Support -

cisco Router Usemame

Login

Inc. andior n the United States and certain other countri



5. set wizard, launch basic setup, select dual wan & next.

Cisco RVDB2 Configuration Utiity 2

[ %= ) @ https://192.168. L. 1/wizard.htm (] ‘ ‘ Q, search | 3| B +y & & =

* SO FindT - /= Applications - o} Seftings - (@ Support +

alualr
cisco

Small Business admin Logout About Help
Hmin

cisco RV082 10/100 8-Port VPN R

Wizard
Basic Setup Welcome to the Basic Setup Installation Wizard

SislepLagagement Launch “Basic Setup” Wizard - This feature is the opfional for users to make a decision if fiing the dedicated port as additional

WAN port or DMZ port. If Dual WAN is selected, there will be two functions provided for users

Launch N (Backup and Load Balance). fusers select DMZ, this port will be the dedicated DMZ port.
Default will be Dual WAHN.

Cisco Protectlink Web & Dual WAN
Access Rule Setup

© DMZ
Launch "Access Rule Setup™ W

Launch Now

ms, Inc. All rights reserved.
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6. next.

Cisco RVD82 Configuration Utiity

| €= ) @ htps://192.168. 1. Ljwizard.htm c ‘ ‘ Q, search | W B ¥y & & =

A FindlT - Applications - (o} Settings - () Support -

I|| Small Busin admin Logout About Help
'

'::Ilsco RVvV082 10/100 8-Port VPN R

Wizard
Basic Setup Enter a host and domain name for the Router.
a WAN1
System WManagement Launch "Basic Setup™ Wizard : Some ISPs (Internet Senvice Providers) may require these names as identification, and these

WAN2 f DMZ settings can be obtained from your ISP. In most cases, leaving these fields blank will work

Launch Now
Summary Host Name:

Cisco Protecilink Web Finish

Access Rule Setup Domain Name:

Launch "Access Rule Setup™ W

Launch Now

ms, Inc. All rights reserved.
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7. configure WANL, select static ip & next.

€ ) @ htips://192.168. 1. 1/wizard.him ¢ ‘ ‘ Q search | WwB ¥ A & =

SO FindT - = Applications ~ {0} Settings - (@ Support -

alualr
cisco

Small Business admin Logout About Help
Hmin

cisco RV082 10/100 8-Port VPN R

Wizard
Basic Setup + Hostand Domain Select WAN connection Type (For WAN1)

System WManagement Launch “Basic Setup” Wizard : m ¢ Obtain an IP automatically :

— WAN2 [ DMZ If your ISP is running a DHCP server, select Obtain an IP automatically option. Your ISP
gl - A will assign these values (includes DNS Server) automatically. Or users can check the box of
- nary Use the Following DNS Server Addresses, and enter the specific DNS Server IP. Multiple DNS
Cisco ProtectLink Web Ewish IP Seftings are common. In most cases, the first available DNS entry is used. (default)
Access Rule Setup

(* StaticIP:

Launch “Access Rule Setup™ Wi Ifyou have a specify WAN IP Address, Subnet Mask, Default Gateway Address and DNS
Server, select Static IR, You can get this information from your ISP

" PPPoE (Point-to-Point Protocol over Ethernet) :

You have to check with your ISP to make sure whether PPPoE should be enabled or not
Ifthey do use PPPoE.

ms, Inc. All rights reserved.

8. set ip address, netmask, gateway for WAN1 & next.

Cisco RV082 Configuration Utility
wizardhm ¢ ][ Q search | & @& RO

Applications - (o} Settings - () Support -

| € ) @ hiips://192.168.1.1,

* L FindT -

il
cisco

I|| Small Busin admin Logout About Help
'

'::Ilsco RVvV082 10/100 8-Port VPN R

Wizard
s Subin ~ Host and Domain Static IP (For WANT)
¥ System Management Launch "Basic Setup” Wizard m Please enter WAN IP address provided by ISP.

N2 [ DMZ %
Launch Now: IP Address: [192.168.100.2

Summary

e Please enter subnet mask. (255.255.255.0 is default value.)
} Cisco ProteciLink Web Finish

Access Rule Setup Subnet Mask: |255.255.255.252
Launch “Access Rule Setup™ W Please enter default gateway P address.

T Default Gateway: |[192.168.100.1




9. configure WANZ, select static ip & next.

€ ) @ htips://192.168. 1. 1/wizard.him ¢ ‘ ‘ Q search | WwB ¥ A & =

SO FindT - = Applications ~ {0} Settings - (@ Support -

alualr
cisco

Small Business admin Logout About Help
Hmin

cisco RV082 10/100 8-Port VPN R

Wizard
Basic Setup + Hostand Domain Select WAN connection Type (For WWAN2)

v
System Management Launch "Basic Setup” Wizard A ¢ Obtain an IP automatically :

— m Ifyour ISP is running a DHCP server, select Obtain an IP automatically option. Your ISP
will assign these values (includes DNS Server) automatically. Or users can check the box of
Use the Following DNS Server Addresses, and enter the specific DNS Server IP. Multiple DNS
Cisco ProtectLink Web Ewish IP Seftings are common. In most cases, the first available DNS entry is used. (default)
Access Rule Setup

Firewall Summary

(* StaticIP:

Launch “Access Rule Setup™ Wi Ifyou have a specify WAN IP Address, Subnet Mask, Default Gateway Address and DNS
Server, select Static IR, You can get this information from your ISP

" PPPoE (Point-to-Point Protocol over Ethernet) :

You have to check with your ISP to make sure whether PPPoE should be enabled or not
Ifthey do use PPPoE.

ms, Inc. All rights reserved.

10. set ip address, netmask, gateway for WAN2 & next.

Cisco RVD82 Configuration Utiity

izard.him ¢ ][ @ search | & & + £ O

Applications - (o} Settings - () Support -

| € ) @ hiips://192.168.1.1,

* L FindT -

il
cisco

I|| Small Busin admin Logout About Help
'

'::Ilsco RVvV082 10/100 8-Port VPN R

Wizard
s Subin ~ Host and Domain Static IP (For WAN2)

a ¥ WAN1
¥ System Management Launch "Basic Setup” Wizard Please enter WAN IP address provided by ISP.

WAN2 | DMZ i [ozraaznz
i anioay _ IP Address: [192.168.200.2

Summary

e Please enter subnet mask. (255.255.255.0 is default value.)
} Cisco ProteciLink Web Finish

Access Rule Setup Subnet Mask: |255.255.255.252
Launch “Access Rule Setup™ W Please enter default gateway P address.

T Default Gateway: |192.168.200.1|




11. select install.

[ %= ) @ https://192.168. L. 1/wizard.htm (] ‘ ‘ Q, search | WwB 3 A O =

SO FindT - = Applications ~ {0} Settings - (@ Support -

alualr
cisco

Small Business admin Logout About Help
Hmin

cisco RV082 10/100 8-Port VPN R

Wizard
e + Host and Domain Summary

Launch "Basic Setup” Wizard : i Host Name:

' WAN2 [ DMZ 2
Launch Now Domain Name:

WAN1: Static IP

Finish
Access Rule Setup L 1P/ Subnet Mask: 192 168 100 2/ 255 255 255 252

ch “Access Rule Setup™ W Default Gateway: 192.168.100.1

WAN2 / DMZ: Static 1P
IP j Subnet Mask: 192.168.200.2/ 255.255.255.252
Default Gateway: 192.168.200.1

ms, Inc. All rights reserved.

12. select ok & finish.

Cisco RVD82 Configuration Utiity %

| €= ) @ htps://192.168. 1. Ljwizard.htm c ‘ ‘ Q, search | W B ¥y & & =

admin Logout About Hel
atfeaale % ®
CISCOo

Wizard
Basic Setup

Launch "Basic Setup” Wizard ©
Launch Now

Access Rule Setup

Seftings are successful. Press 'Ok to return to Wizard page, or press "Cancef to

ch "Access Rule Setup” W return to Network page.
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13. set DHCP setup, add DNS server.

€ ) @ htips://192.168. L. 1/dhcp_setup.htm cHQsearch |ﬁ B +y & & =

A FindT - = Applications ~ {2} Seftings ~ (& Support -

alualn
cisco

Small Business - - admin Logout About
Hmin .

cisco RV082 10/100 8-Port VPN Router

Enable

DHCP Status

Router Advertisement
System Management
Port Management
Firewall
Cisco ProtectLink Web

Add New

™ Block MAC address on the list with wrong IP address

I Block MAC address not on the list

DNS

DNS Server (Required) 1 5888
23 5844

WINS

WINS Server : 0.0.0.0

ms, Inc. All rights reserved.

14. edit network WANI1, add DNS server.

Cisco RVD82 Configuration Utiity

[ € ) @ htips://192.168. 1. 1fedit_network.htm C’.'Hclsearth | Al =] 4+ & O =

aliale -
ey 42 FindiT

Applications - (o} Settings - ) Support -

I|| Small Busines: —— admin Logout About Help
'

Il:ltsco RV082 10/100 8-Port VPN Router
—

ietword Edit WAN Connection

Password
Interface WAN1
Time

DMZ Host WAN Connection Type : Static IP hd
Bomaring Specify WAN IP Address : 192.168.100.2
UPnP
One-to-One NAT Subnet Mask |255.2565.255.252
WMAC Address Clone
Dynamic DNS Default Gateway Address 192.168.100.1
Advanced Routing DNS Server (Required) 1: [6888
IPvE Transition

2: |38844

System Management MTU & Auto ' Manual [1500  bytes

Save Cancel
Firewall I—I

Cisco ProtectLink Web

ms, Inc. All rights reserved.
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15. edit network WANZ2, add DNS server.

Cisco RVDB2 Configuration Utiity

= ) @ htips://192. 168, L. 1/edit_netwark.htm () ‘ ‘ Q search

S FindT - = Applications + {5} Settings ~ @ Support ~

alualn
cisco

'lll.ll|| Small Business - admin Logeut About Help
cisco RV082 10/100 8-Port VPN Router

System Summary
Network

INetworkg Edit WAN Connection

Password
Interface WAN2
Time

DMZ Host WAN Connection Type : Static IP x
Fi di
g Specify WAN IP Address - |192168.200.2

UPnP
One-to-One NAT Subnet Mask |255.255.255 252
MAC Address Clane Default Gats Addi 192.168.200.1
e — ult Gateway Address %
Advanced Routing DNS Server (Required) 1: [2.8.8.8
IPv6 Transition

2: |86B44

System Management MTU - & Auto € Manual [1500  bytes

Save Cancel
Firewall I—I

Cisco ProtectLink Web

ms, Inc. All rights reserved.
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16. check system summary.

Cisco RVD82 Configuration Utiity

| € ) @ htips://192.168. 1. Lhome htm CHQseamh |ﬁ B 4+ & O =

© SO FindT - Applications - (o} Settings - ) Support -

ilaly
cisco

Small Busines: admin  Logout  About
alaln

cisco RV082 10/100 8-Port VPN Router
RV082 V03 Firmware MD5 Checksum :  974450cc2cc023dc0eddbaefB42aid48
LAN Working Mode Gateway
IPv4/ Subnet mask ©  192.168.1.1/255 255.265.0
IPV&/ Prefix - ==
System Up Time 0 Days 6 Hours 16 Minutes 46 Seconds (Now : Tue Sep 22 2015 14:25:00)

Cisco ProtectLink

Ce

If you need guideline to re-configure the router, you may launch wizard.

Port Statistics

Port ID
Interface LAN
Status Connected Enabled Enabled Enabled Enabled Enabled Enabled Enabled

Port ID DMZ/nternet Internet
Interface WAN2 WAN1

Status Connected Connected

ms, Inc. All rights reserved.

EIEy

P E G BEE sams




17. tes speed ineternet (Rx 2x5Mbps = 10 Mbps & Tx 2x1Mbps = 2 Mbps).

P.T. Cyberindo Aditama Speed Test % W -18] x|

& il @ spescitest.con.netid e[ sexn | % & +F A O

'::ll's'éln" JOFindIT - =) Applications - 5 Settings - (@ Support -

CBN cr

Latency Speed

Download Speed

EIN aamede

Jitter Upload Speed

R —
s Andinds

& Client: _PTTeIkom Indonesia

18. for login account VPS/hosting cPanel, set advance routing, add ip public your

VPS/hosting.

'C\soo RV082 Configuration Utiity %

4 | @ https://192.168.1.1/adv_routing.htm c ‘ | Q Search ‘ W B 3 & © =

aliln .
CISCO p FindIT

Applications - {5} Seftings - &) Support -

Small Business admin  Logout About
atfrafe, BMETEISRESS

cisco RV082 10/100 8-Port VPN Router

Static Routing
Network

Password Destination IP : W

Time

e Subnet Mask 255 255 255 252
Forwarding Default Gateway 192.168.100.1

UPnpP
One-to-One NAT Hop Count (Metric, max. is 16) = |15

WAC Address Clone e lm
Dynamic DNS

Advanced Routing

IPvE Transition

» System Management
» Port Management

b Firewall

} Cisco ProtectLink Web

® 2010 Cisco Systems, Inc. All rights resenved.
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19. try login to your cPanel.

TELT T o < cPanel Login El + - [F] x|
) ~ ¢}[Q sexer *B8 94 Ae =
';ll's'él‘;' JOFindIT - =) Applications - 5 Settings - (@ Support -
Username
X enter your username.
Password
B enter your account password.
English Al &estina dansk Deutsch EAMMVIKG espafiol espafiol latinoamericano
-n =l

Dok 22/09/2015 padliyulian@ymail.com
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